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Are you driven by ambitious
goals for your future?

Seylan Bank, one of the most progressive banks in the country, is seeking a competent and forward
thinking person to fill the following vacancy. This is your opportunity to join our dynamic team and
move towards your career goals.

Job Responsibilities

* Handle Information Security assessments such as vulnerability assessment, web security assessment and firewall assessments.

* Coordinate with the IT department to mitigate vulnerabilities which found through security assessments.

» Monitor Information Security systems such as Perimeter/ Internal Firewalls, SIEM, DLP, WAF, etc.

» Assist to deploy and maintain Information Security Technologies (DLP, Data Classification).

* Investigate and document security incidents and ruling out false positives (DLP, IPS, IDS).

* Preparation of security assessment reports.

* Coordinate with different internal teams and vendors in a timely manner.

= Assist to prepare regular compliance reports.

* Conduct and coordinate information risk assessments and user access reviews in IBM AS/400, Windows and UNIX operating system
environment.

* Conduct database security assessments such as Oracle, DB2 and SQL.

The Person

*  Minimum of 6-7 years experience of which 3-4 years in Information Technology .
» Knowledge / experience in 1ISO 27001 ISMS, PCI-DSS.
» A Bachelor’s degree in Computer Science, Software Engineering / Higher Diploma or equivalent combination of education will be

added advantage.
» Certification in CCNA / CCNP / CISA / CISM / CISSP will be added advantage .

Applicants are invited to log on to www.seylan.lk and upload the updated CV along with a recently taken
photograph or email the CV to careers@seylan.lk within 7 days of this advertisement
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